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Security Update – February 2026

Important Security Alerts
• Malicious QR Codes Used in 

Nation-state Attack: FBI issues 
intelligence on current threat.

• Securing OT: Agencies issue joint 
guidance on securing connectivity in 
operational technology.

• Password Manager Phishing 
Alert: Article describes phishing 
campaign highlighting vault 
maintenance to steal master 
passwords.

Monitored Threats
• Exploitation of unpatched vulnerabilities

• Phishing and smishing attacks

• Use of deepfake and Adaptive AI technology

• Distributed Denial of Service attacks

Contact PJM
• To report unusual events,  notify your normal PJM contacts.

• To report connectivity issues, contact Member Relations.

• To report suspicious email, notify SecurityAlertTm@pjm.com.

• Share this info with your security team.

https://www.ic3.gov/CSA/2026/260108.pdf
https://www.ncsc.gov.uk/files/ncsc-secure-connectivity-for-operational-technology.pdf
https://www.ncsc.gov.uk/files/ncsc-secure-connectivity-for-operational-technology.pdf
https://thehackernews.com/2026/01/lastpass-warns-of-fake-maintenance.html
https://thehackernews.com/2026/01/lastpass-warns-of-fake-maintenance.html
mailto:SecurityAlertTm@pjm.com
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Contact

Presenter: 
Jim Gluck, j im.gluck@pjm.com 

Security Update
Member Hotl ine

(610) 666 – 8980
(866) 400 – 8980
custsvc@pjm.com

mailto:jim.gluck@pjm.com
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