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‘é/ PJM Command Line Interface (CLI) Retirement

« JDK 8 (Java Development Kit) support for PJM CLI will be
dropped

— July 2026
* Retired due to vulnerability remediation

* Those using PJM CLI to access PJM REST endpoints will need to
download a new version.

www.pjm.com | Public PJM©2026



é/ New PJM CLI

* New version will be ready by Q1/March

— https://www.pjm.com/markets-and-operations/etools/system-
requirements

* Download by July 2026
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g/ Contact

Presenter/SME:
Katie Truhe,
Katherine.Truhe@pjm.com

Member Hotline
(610) 666 — 8980

(866) 400 — 8980

custsvc@pjm.com
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